Santander UK plc
Financial Crime Statement on Anti Money Laundering (AML) and Counter-Terrorist Financing (CTF)

Company Details 
Santander UK plc is a public limited company registered in England and our registered address is 2 Triton Square, Regent’s Place, London, NW1 3AN; being our principal place of business in the UK. Confirmation of our registered address can be found at www.companieshouse.gov.uk – registration number 02294747 

Santander UK plc is authorised by the UK Prudential Regulation Authority (PRA) and authorised and regulated by the Financial Conduct Authority (FCA). Our Financial Services Registration number is 106054. 

Abbey National Treasury Services Plc is a subsidiary of Santander UK plc and is regulated by the Prudential Regulation Authority and the Financial Conduct Authority, with a Financial Services Registration number of 146003. 

Santander UK plc is fully owned by Santander UK Group Holdings Limited, which is in turn wholly owned by Banco Santander, S.A. Banco Santander, S.A is authorised by the UK Prudential Regulation Authority, the Financial Conduct Authority and Banco De España and is listed on the main regulated market of the London Stock Exchange and the Bolsa de Madrid. The registered office of Banco Santander, S.A is 9 - 12 Paseo de Pereda, 39004 Santander, Spain. 

Banco Santander S.A is a founding member of the Wolfsberg Group (www.wolfsberg-principles.com), an association of eleven global banks that aims to develop financial services industry standards for financial crime. 

A copy of the Banco Santander standard Wolfsberg Questionnaire can be found here
A copy of the Santander UK plc standard Wolfsberg Questionnaire can be found under the Global Patriot Act Certification section of the Santander UK plc website which can be found here
For further information about our Company, our Corporate Social Responsibility policy or to obtain copies of our latest audited report and accounts, please refer here 
Business activity 
Santander UK plc is a significant financial services provider in the UK, operating across the full range of financial services. 

Santander UK plc has an offshore branch: Santander UK plc, Jersey Branch, which is subject to regulation by local law of an equivalent standard to that applied in the UK with oversight and regulation provided by the Jersey Financial Services Commission. 

The Santander UK branch on the Isle of Man is jointly regulated by the Isle of Man Financial Supervision Commission and the Financial Conduct Authority (FCA) /Prudential Regulation Authority (PRA). 
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Domestic and International Regulation towards anti-money laundering and countering terrorist financing 
Santander UK plc is authorised by the United Kingdom’s Prudential Regulation Authority (PRA) and authorised and regulated by the Financial Conduct Authority (FCA), under the Financial Services and Markets Act 2000 (“the Act”). The PRA and the FCA are the principal regulators of the UK’s financial services industry. The FCA monitors Santander UK plc and undertakes periodic supervisory visits of the major firms which it regulates, including our Company. 

The United Kingdom is a member of the Financial Action Task Force (“FATF”) and has implemented the forty anti-money laundering recommendations developed and published by FATF. 

The legal basis of the UK’s anti-money laundering and countering terrorist financing regime is derived from the laws of the European Union. Specifically, the European Union’s Third Directive on Anti-Money Laundering is given effect in the United Kingdom by the Money Laundering Regulations 2007 (amended in 2012) and is also reflected in the UK’s domestic criminal law. 

The Money Laundering Regulations cover, amongst other issues, customer due diligence requirements, including enhanced due diligence where a person is a politically exposed person (or “PEP”). Detailed guidance on the application of the requirements under the Money Laundering Regulations by the UK’s financial service industry can be found in the Joint Money Laundering Steering Group Industry Guidance. This guidance is approved as compliant by HM Treasury and can be found here
Santander UK’s Financial Crime Programme 
Santander UK, its branches and majority owned subsidiaries is committed in its efforts to counter money laundering and terrorist financing and to comply with applicable sanctions regulations. Santander UK understands its responsibility to protect its customers, shareholders and society from financial crime. 

Santander UK complies with applicable EU, UK and local jurisdictional financial crime and Sanctions laws and regulations and has a zero tolerance of regulatory breaches for financial crime, sanctions requirements and to the circumvention of its financial crime policies and controls. 

To this end, Santander UK is committed to compliance with applicable sanctions regulations and preventing itself from being used to facilitate terrorist financing money laundering, and its predicate offences, such as bribery, corruption, tax evasion. Santander UK is committed to conducting business in accordance with the highest ethical standards. 

Santander UK believes that having an effective framework and appropriate systems and controls to prevent and detect illicit or sanctioned activity is a business imperative; it is a positive investment that protects customers, people and business from the threat posed by financial crime. An effective framework also protects Santander UK plc from legal, regulatory and reputational risks, and protects society from the harm that financial crime causes. Santander UK will not conduct business with individuals or entities that are subject to applicable sanction requirements or that it believes are engaged in illicit activity. 

Customers are assessed for their financial crime risk and appropriate systems and controls, including transaction monitoring, trigger events and manual customer reviews, are in use for all customers to allow for detection of such illicit activity. 
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For those customers assessed as High Risk, appropriate additional controls are in place. Santander UK will take appropriate action including to report and exit where it discovers, knows, or has reason to believe, that it is facilitating business involved in illicit activity. 

With regard to compliance with applicable sanction regimes, (as a minimum the EU, UK and US) customer and payment screening is undertaken to identify sanctioned customers or transactions prohibited under applicable sanctions regimes. Relationships are prohibited with customers who are sanctioned or who act on behalf of, or for the benefit of a government of a comprehensively sanctioned country. Transactions or business which are not in compliance with applicable sanctions regulations are also prohibited. Furthermore, relationships that have, or are proposing to develop, business links or derive revenue (or assets) from comprehensively sanctioned countries must not be accepted or maintained. 

Santander UK’s Chief Executive Officer and Board of Directors are committed to their responsibilities under UK Law and Regulation to reduce the extent to which it is possible for Santander UK plc to be used for a purpose connected with financial crime, and to protect the interests of its customers and staff. 

Santander UK’s control processes and procedures are appropriately designed to reflect Santander’s financial crime risk and implemented effectively to reduce the risk of Santander UK plc being used in connection with financial crime. 

Santander UK plc. Financial Crime Policies 
Santander UK plc has established written financial crime policies and procedures, on a risk sensitive approach and which are subject to annual review, to combat money laundering, terrorist financing, bribery and corruption and adhere to relevant Sanctions regimes. These have been developed to comply with UK/EU legislation, FATF recommendations and legalisation applicable to other jurisdictions in which Santander UK plc operates or conducts business and covers the following specifically: 

· The identification of potential financial crime risks relevant to each business area 

· Identification of customers by the receipt, verification and retention of satisfactory evidence from reliable and independent sources and their source of wealth (where appropriate); before the establishment of a business relationship or occasional transaction is carried out. This includes implementing measures to recognise and execute appropriate Enhanced Due Diligence for high risk customers such as Politically Exposed Persons (PEPs), due diligence for Correspondent Banking activity and compliance with Sanctions legislation. Where applicable, the ‘beneficial owner’ of a business will be identified, and information on the purpose and intended nature of the business relationship will be obtained. The extent of client due diligence will be determined on a risk sensitive basis. 

· Internal monitoring of customer activity and transaction monitoring, including reporting suspicions to the UK’s National Crime Agency as required. (the FIU for the UK); this includes monitoring of cash movements, international payments and the use of appropriate manual and automated account monitoring systems. 

· Comparing sanctions and terrorist listings from open sources against customer databases and customer payment instructions and taking required action according to any prospective matches in compliance with UK, European or US (OFAC) sanctions legislation. 
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· Having regard to national and international findings towards jurisdictions with findings (in particular) towards high levels of corruption, crime, drug trafficking, people trafficking, supporting terrorism and nuclear arms proliferation; to classify as High Risk which informs our customer risk assessment, including closing relationships with persons or entities who are domiciled in or have connections with such jurisdictions. 

· On a risk sensitive approach, performing due diligence at on boarding, periodic basis and payment on third parties who perform services for or on behalf of us. 

· Maintaining appropriate records for at least the minimum UK prescribed periods. 

· Undertaking compliance oversight monitoring to test business controls in situ and confirming effectiveness and adherence to financial crime policies. 

· Establishing and maintaining Standards for Management Information on Financial Crime. This includes, but is not limited to, record keeping, customer identity documents, reporting of suspicious activity and details of staff training to comply with the Money Laundering Regulations. 

· Provision of a financial crime training and awareness programme, covering the induction of new staff and annual refresher training designed to ensure relevant employees are aware of their legal obligations relating to identification, prevention and detection of money laundering, terrorist financing, applicable sanctions regimes; Bribery and Corruption; the tipping off offence and mechanisms for identification of and making prompt reports to the Money Laundering Reporting Officer (MLRO) and/or the anonymous whistle-blower hotline. 

Santander’s UK Financial Crime Compliance Team owns and is responsible for the UK Policies covering Anti Money Laundering/Counter Terrorist Financing, Sanctions and Anti-Bribery and Corruption.
Please note that it is not Santander UK’s practice to make available copies of Policies, which are for internal usage only. These policies are applicable to all Santander UK employees and contractors and are accessible via its internal intranet. 

Santander UK plc does not offer anonymous accounts and guards against establishing correspondent account relationships with shell banks or with correspondent banks that permit the use of their accounts by shell banks. 

Santander UK plc complies with FATF Recommendation 16 and the Information on the Payer (Wire Transfer) Regulations in regard to wire transfers.
In compliance with the United States’ Patriot Act, Santander UK plc has prepared and regularly recertifies a Global Certificate for use by any institution that requires a Patriot Act Certification from Santander UK plc. This Certification should be used as a primary reference for any third party who has a correspondent account relationship with Santander UK plc or any of its subsidiaries or affiliates listed in the Global Certificate. 
The Global Certificate can be found here 
The Santander UK plc certificate can be found under the Global Patriot Act Certification section of the Santander UK plc website which can be found here
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The certificates confirm the name and address of our USA process agent for the service of any notice or proceedings. 

A separate statement of compliance with bribery and corruption legislation can be found here 
Santander UK has appointed a Money Laundering Reporting Officer (MLRO) in accordance with its UK regulatory and criminal law obligations. The MLRO is also Santander UK’s appointed Anti-Bribery Officer. The UK MLRO reports to the General Counsel & Chief Administration Officer and is required to deliver an annual compliance report to the Executive Committee and Board. 

Finally, Santander’s policies and procedures are subject to independent and continuous review by its Internal Audit Department, relevant testing by its external auditors and oversight by the Unidad Corporativa Inteligencia Financiera (Central Anti-Money Laundering Department) of our Global Parent, Banco Santander, S.A to confirm consistency and adherence to global operating standards. 

Further information 
If you have any questions or require further information please contact: 

The Financial Crime Compliance Team, Santander, 2 Triton square, Regent’s Place, London, NW1 3AN UK.
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