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Customer/customer representative details

On behalf of the Estate of the late (deceased customer’s full name) Deceased customer’s date of birth (DD MM YYYY) 

  
Deceased customer’s date of death (DD MM YYYY) 

  

First customer representative details
Full name:

Relationship to deceased:

Nationality:

Contact number:

Address:

 Postcode

Second customer representative details (if applicable)
Full name:

Relationship to deceased:

Nationality:

Contact number:

Address:

 Postcode

Bereavement form –  
telephone notifications only

Who are Bereavement Assist?
Our team of dedicated specialists who provide step by step support and 
guidance when notifying Santander of a Bereavement.
1. Call Bereavement Assist on 0800 587 5870. Lines are open Monday 

to Friday 9am to 5pm
2. Complete the ‘Customer Representative(s)’ details section of the form.

3. Sign the indemnity section on page 2.
4. Return this form together with any documents Bereavement 

Assist request, to the following address: Bereavement Centre of 
Excellence, PO Box 524, Bradford, BD1 5ZH.

Completing this form

Santander is able to provide literature in alternative formats. The formats available are: large print, Braille and audio CD. If you would like to 
register to receive correspondence in an alternative format please visit santander.co.uk/alternativeformats for more information, ask us in 
branch or give us a call. 

http://santander.co.uk/alternativeformats
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Personal indemnity closure instructions

This section must ONLY be completed and signed by the customer 
representative(s) if the total amount invested in banking, savings, 
and investments (excluding joint holdings) is £50,000 or less.
Payment release
I/we authorise you to close all Santander accounts of the above 
named deceased (or transfer of ownership of an investment account, if 
applicable).

Where I/we request that ownership of an investment account(s) is 
transferred to a beneficial owner or joint beneficial owners, they must 
agree to the Investments Terms & Conditions and Data Protection 
Statement before the transfer can take place. For any such requests 
Santander will issue a separate application form to the new owner(s) 
which must be signed and returned.

Warranties supporting the indemnity
By signing below, I/we confirm or agree to the following:
  I am/we are the deceased’s customer representative(s).
  I am/we are entitled, either solely or with others, to the balance(s) in 

the late customer’s account(s) with Santander UK plc. 
  Where any other beneficiaries are entitled to a share of these funds  

I/we confirm I/we have their consent to give instructions on behalf of 
the deceased customer’s estate. 

 I/we have read and agree to the Data Protection Statement.

First customer representative signature

Date (DD MM YYYY) 

  

Personal indemnity
I/we give this indemnity in my/our capacity as customer representative(s) 
acting on behalf of the above named deceased.
I/we will be responsible for any losses and/or costs which Santander UK 
plc may incur as a result of (i) acting on my/our instructions in relation to 
any payment or transfer of monies; or (ii) another person being entitled 
to a share of any monies paid or transferred. I/we agree to reimburse 
Santander UK plc for any losses or costs incurred.

Second customer representative signature (if applicable)

Date (DD MM YYYY) 

  

Introduction
This data protection statement sets out how you’ll use my personal 
data. My personal data is data which by itself or with other data 
available to you can be used to identify me. You are Santander UK plc, 
the data controller. I can contact your Data Protection Officer (DPO) at 
201 Grafton Gate East, Milton Keynes, MK9 1AN if I have any questions.
Where there are two or more people named on this form, this data 
protection statement applies to each person separately.
The types of personal data you collect and use about me
You will use my information to manage my Bereavement Notification. 
The personal data you use may include:
  Full name and personal details including contact information 

(e.g. home address, email address, home and mobile telephone 
numbers);

 Date of birth and/or age; 
  Family, lifestyle or social circumstances if relevant (e.g. relationship 

to the deceased); and
  Information on other people named on the account. I understand I 

must have their authority to provide their information to you and I 
must share this data protection statement with them and details of 
what I’ve agreed on their behalf.

You may record calls, email, text messages and social media messages 
or other communications in relation to my dealings with you as 
permitted legally.
Using my personal data: the legal basis and purposes
Information about me is required to process my bereavement 
notification, in order to carry out the contractual requirements 
between the deceased person and Santander. This includes updating 
your records, tracing my whereabouts to contact me about the 
deceased accounts. You may sometimes need to disclose my personal 

data because of a legal or regulatory responsibility, or where you 
have my consent. If I give you my consent I understand that I’m free at 
any time to change my mind. You’ll tell me if providing some personal 
data is optional, including if you ask for my consent to process it. In all 
other cases I must provide my personal data so you can process my 
notification. You will not collect any personal data from me that you do 
not need in order to process my notification.
Where I request that ownership of an investment account(s) is 
transferred, before the transfer can take place the new owner(s) will 
need to complete a separate application form that will include a Data 
Protection Statement (which sets out how their personal data may be 
used).
Where I request the closure of Santander accounts you will carry out 
checks to ensure that I am entitled to close the account(s). This will 
include:
  Checking and sharing information from fraud prevention agencies, 

to verify my identity and make fraud prevention and anti-money 
laundering checks as necessary; 

  To comply with legal and regulatory requirements and related 
disclosures; 

 For the establishment and defence of legal rights; 
  For activities relating to the prevention, and for the detection and 

investigation of crime. 
This processing is necessary to comply with your legal obligations. 
You will also process my personal data for your own legitimate 
interests or those of other persons and organisations. You will do this 
for the purposes of:
  Good governance, accounting, and managing and auditing your 

business operations; and
  To monitor emails, calls, other communications, and activities 

relating to my dealings with you.

 Data Protection Statement



Sharing and using my personal information
Subject to applicable data protection law you may share my personal 
data with:
  The Santander group of companies*, your associated companies in 

which you have shareholdings, and with sub-contractors and other 
companies or persons acting on your behalf;

 Your legal and other professional advisors, including your auditors; 
  Fraud prevention agencies, credit reference agencies, and debt 

collection agencies where necessary when you register me as a legal 
representative and/or owner and as part of the account transfer of 
ownership process and ongoing account or service management; 

 Other organisations via shared databases;
  Government bodies, regulators, agencies and courts in the UK 

and overseas to comply with legal requirements, and for the 
administration of justice (including disclosing my personal 
information to tax authorities in other countries, or with HMRC who 
may share the information with the other tax authorities if you 
believe that I may have tax obligations in another country);

  Other parties connected with the deceased account, for example 
guarantors; or if the deceased had a joint account, sharing 
information in such circumstances with other people named on the 
application may be necessary (for example transactions made by me 
will be seen by the other account holder);

  Market research organisations to assist you in improving your 
products or services; and 

 Anyone else where you have my consent or as required by law.
Identity verification and fraud prevention checks
The personal data you’ve collected from me will be shared with fraud 
prevention agencies who will use it to prevent fraud and money-
laundering and to verify my identity. If fraud is detected, I could be 
refused certain services, finance or employment in future. You may 
also search and use your internal records for these purposes. Further 
details on how my personal data will be used by you and these fraud 
prevention agencies, and my data protection rights, can be found in the 
‘Using My Personal Data’ booklet.
International transfers
My personal data may be transferred outside the UK and the European 
Economic Area. While some countries have adequate protections for 
personal data under applicable laws, in other countries steps will be 
necessary to ensure appropriate safeguards apply to it. These include 
imposing contractual obligations of adequacy or requiring the recipient 
to subscribe or be certified with an ‘international framework’ of 
protection. Further details can be found in the ‘Using My Personal Data’ 
booklet. 

Criteria used to determine retention periods 
The following criteria are used to determine data retention periods for 
my personal data:
  Retention in case of queries. You’ll retain my personal data as long 

as necessary to deal with my queries; 
  Retention in case of claims. You’ll retain my personal data for as 

long as I might legally bring claims against you; and
  Retention in accordance with legal and regulatory requirements. 

You’ll retain my personal data after my account, policy or service has 
been closed or has otherwise come to an end based on your legal 
and regulatory requirements.

My rights under applicable data protection law
My rights are as follows (noting that these rights don’t apply in all 
circumstances):
  The right to be informed about your processing of my personal data;
  The right to have my personal data corrected if it’s inaccurate and to 

have incomplete personal data completed;
 The right to object to processing of my personal data;
 The right to restrict processing of my personal data;
  The right to have my personal data erased (the “right to be 

forgotten”);
  The right to request access to my personal data and information 

about how you process it;
  The right to move, copy or transfer my personal data (“data 

portability”); and
 Rights in relation to automated decision making including profiling.
I have the right to complain to the Information Commissioner’s Office. 
It has enforcement powers and can investigate compliance with data 
protection law: ico.org.uk. 
For more details on all the above I can contact your DPO or request 
the ‘Using My Personal Data’ booklet by asking for a copy in branch or 
online at santander.co.uk.
Data anonymisation and aggregation
My personal data may be converted into statistical or aggregated data 
which can’t be used to identify me, then used to produce statistical 
research and reports. This aggregated data may be shared and used in 
all the ways described above.
*Group companies
For more information on the Santander group companies, please see 
the ‘Using My Personal Data’ booklet.

Santander UK plc. Registered Office: 2 Triton Square, Regent’s Place, London, NW1 3AN, United Kingdom. Registered Number 2294747. Registered in England and Wales. www.santander.co.uk. Telephone 0800 389 7000. 
Calls may be recorded or monitored. Authorised by the Prudential Regulation Authority and regulated by the Financial Conduct Authority and the Prudential Regulation Authority. Our Financial Services Register number is 
106054. Santander and the flame logo are registered trademarks.M
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 Data Protection Statement (continued)

http://ico.org.uk
http://santander.co.uk
http://www.santander.co.uk

