
1	 Your details 

If you would like to add an additional cardholder to your account (at no extra cost to the annual fee), please complete this form. 

This form is to be completed and signed by the accountholder and additional cardholder using BLOCK CAPITALS and black ink. All sections are 
mandatory unless marked as ‘if applicable’. 

An additional cardholder must be over 18 years old, be a UK resident and employed by your business. The accountholder will be responsible for 
the use and repayments on any additional cards.

If you are looking to add more than 1 additional cardholder, please complete a separate form per person. The total number of cardholders per 
Business Banking Cashback Credit Card must not exceed 4.

Business Details
Business name

Business address

	 Postcode

Existing Business Cashback Credit Card 16 digit card number  
(if applicable)

Additional Cardholder details
Mr	 	 Mrs	 	 Ms	 	 Miss	

Other	 	

Gender 	 Male	 	 Female	
First name

Middle name(s)

Surname

Any other names known by (e.g. maiden name)

Name to be embossed on the card  
(max. 21 characters including spaces)

Date of birth (minimum age 18 years) 
D D  M M  Y Y Y Y

Marital status options:

Married/Civil partnership 	      To be married 		    
Single 		  	 Divorced/Civil part dissolved	   

Living with partner 	   	 Widow/er  		   
Separated  	      

Permanent address (UK only)

	 Postcode

Time at residence	 Y Y  M M  
Nationality

 

Dual nationality (if applicable)

Job title/Occupation 

 

Contact telephone number (including area code)

Please provide a contact telephone number in case we need to contact 
you regarding your account.
Email address

Sign here
By signing this form you consent to us using your personal data as 
described in the Data Protection statement overleaf.

Signature of Additional Cardholder

Date of signature 	 D D  M M  Y Y Y Y

Signature of Company Director 
(A Director, Owner or Partner of the company must sign here)

Print name 

Date of signature 	 D D  M M  Y Y Y Y

Completing this form

Business Cashback Credit Card  
additional cardholder form

Credit Cards
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Data Protection Statement

1. Getting started
This statement explains how we use your personal data. If you 
want more information about this at any time, check the ‘Using My 
Personal Data’ booklet – this is on our website or you can get a copy 
in branch.

What is personal data?

This is any data we have that can identify you. This includes data 
you give us, for example when you sign up for a product. It also 
includes data we collect about you or from other sources when 
we provide our products to you.

Who do we mean by ‘you’?

This is the person who applies for a product or service with us, 
even if you’re not successful. This also includes any person who is 
authorised on your account.

If you apply for a children’s account or other trust account

This covers the person who opens the account as trustee (for 
example, a parent). This also covers the beneficiary who owns the 
money in the account (for example, a child). 

If you have a children’s account, check the Key Facts Document 
and any account specific data protection statement for more 
information about how we use your personal data. 

If there are limits on the number of accounts in the child’s name 
or payments which may be made into the account, we may refuse 
these and need to explain to the person who made it why this is 
the case.

If you’re a business

This covers the person or people who operate the business, deal 
with us or who’re related to the business. Depending on how the 
business is structured, this may, for example, include directors, 
partners, members and other authorised signatories.

Aggregated and anonymised data

What is aggregated data and anonymised data?

Anonymised data is data which may be about you but doesn’t 
identify you.

Aggregated data is data about you which we have combined with 
data about our other customers so that you can’t be identified. This 
is a form of anonymised data.

Because it doesn’t identify you aggregated and anonymised data 
isn’t personal data.

We may share and sell anonymised and aggregated data with other 
organisations (inside and outside the Santander group). We may 
do this for any business reason – for example, this may be to help 
with our own market research or to help others, such as sharing 
information about trends in customer behaviour. 

2. Who we are and how to contact us
‘We’ are Santander UK plc, the ‘data controller’. This means we’re 
responsible for your personal data. If you have any questions about 
this data protection statement, please write to us at: Data Protection 
Officer, Santander, Sunderland, SR43 4GP. 

You have rights under the law over your personal data. You’ll find 
more information about these in the ‘Your rights’ section below. If 

you want to use your rights, contact us using the details in the ‘Using 
My Personal Data’ booklet.

3. What personal data do we collect?
We’ll collect and use your personal data for different reasons. The 
table below sets out the types of personal data we may collect about 
you and some examples of what this includes. We’ll only collect data 
which is relevant to the product or service we provide to you.

Type of data Example

Identity information Name, age, date of birth.

Contact details Home address, business address, 
address history, email address, 
telephone number(s).

Financial details Salary and other income, 
expenditure, savings, details of 
accounts with other providers.

Background 
information

Employment status and history, 
education history

Family, lifestyle or 
social information

The number of dependants you have, 
your shopping habits, savings goals.

Product and services Records of the products we provide 
you (now or in the past) and how you 
use them. Or, products you applied 
for but we didn’t give you.

Technical data Information such as IP address or 
mobile phone location data for how 
you access our services. 
We may also use cookies to 
remember how you access and use 
our website and your preferences. 
You can find more information in our 
cookies policy. 

Biometric information Fingerprint, voice or face so that 
you can use our Online, Mobile and 
Telephone Banking service.

Health data Information about any disabilities or 
other signs you may be vulnerable.
Information about any medical 
conditions you have, if for example 
you have insurance.

Public data Information we collect from third 
parties and other public sources, 
such as:

	{ �Credit reference agencies
	{ �Fraud prevention agencies
	{ �Electoral roll
	{ �Court records of debt judgments 

and bankruptcies
This may include details about any 
criminal record, and may also include 
information about any person you are 
‘linked’ with because you have made 
a joint application for an account or 
credit.
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We’ll collect and use personal data about any person named on your 
application, appointed to operate your account or who has rights 
over the account. For example, this might include:

	{ �any person you apply with, if you make a joint application
	{ �additional cardholders or authorised users (if you have a 

business account) who will operate your account or
	{ �beneficiaries of a trust account.

Make sure you have their permission and share a copy of this document 
with them before you share their personal data with us.

4. How do we collect data?
We collect personal data about you in two main ways. Either you 
give it to us or we get it from somewhere else.

You give it to us

Most of the personal data we collect you give to us. This will happen, 
for example, when you apply for a product or service, use the service 
or contact us. 

When you apply, we may sometimes ask for information which is 
optional - we’ll let you know if that’s the case. Otherwise, you’ll need 
to provide all the information we ask for. If you don’t, we may not be 
able to provide the product or service to you.

We get it from somewhere else

We may also get personal data about you from other people. This 
may include:

	{ �Credit reference agencies – such as Experian, Equifax and 
TransUnion. They provide us with details about your identity and 
credit history.
	{ �Fraud prevention agencies - such as Cifas, National Hunter and 

National SIRA. They provide us with information so we can 
confirm your identity and to help us prevent fraud and money 
laundering.
	{ �Public sources – such as the Courts, the Electoral Register and 

Companies House (if you are a business customer). They provide 
us with information so we can check what you’ve told us about 
yourself or your business.
	{ �Partners – we partner with other companies who provide 

services directly to you. They’ll share information with us for 
administration purposes so that we can form a view of you as 
a customer. For example, we partner with insurers to provide 
insurance to you. They will be the insurer and will share 
information with us about you as a customer.

5. How do we use your data?
We’ll use the data we collect to decide whether to give you a product 
or service and, if you are successful, to manage your account, policy 
or service.

We can only use your personal data if we have a lawful reason for 
doing so. This is called a ‘legal basis’. The table below sets out the 
legal bases we have, what they mean and some examples of when 
we rely on them.

Legal basis Some situations when we’ll rely on it

Contract

We have an 
agreement with 
you for a product 
or service. We 
need to use your 
data to do the 
things we’ve 
agreed to do.

	{ �Before you apply for a product, we 
may explain the product to you, send 
you information, give you a quote or 
help you with your application.
	{ �We look at your application for a 

product and decide whether to 
provide it (unless you apply for 
insurance, as the insurer will decide 
this).
	{ �We service your account and do the 

things we have agreed. For example, 
if you have a current account, we’ll 
make payments for you and send you 
statements.
	{ �To keep our records up-to-date.
	{ To contact you about your account. 

This includes if we lend you money, 
you miss payments and we need to 
trace you.

Legitimate interest

We, or an 
organisation we 
share your data 
with, have a 
justifiable reason 
to use your data in 
the course of our 
business, where 
your rights are not 
seriously affected.

	{ �We may do audits to support the 
management and governance of our 
business. For example, we may do 
this to help develop our products and 
services and improve how our business 
operates.
	{ �To check your credit history and 

status with credit reference agencies 
if you apply for a loan, credit card or 
overdraft.
	{ �We’ll check the activity on your 

accounts and the communications you 
send us to detect and prevent fraud.
	{ �When we conduct market research 

and analysis and develop statistics. 
For example, we may do this to 
improve our products and services.
	{ �Where we send you certain marketing, 

including in-branch.

Legal obligation

We need to use 
your data to 
meet our legal 
or regulatory 
requirements.

	{ �Where we have to do things to comply 
with a law or regulation that applies 
to us. This may include sharing 
information about you with other 
people or organisations. 
	{ �To respond to requests you send us for 

your personal information.
	{ �To confirm and defend our legal 

rights. We might do this if we need to 
bring or defend a legal claim.
	{ �We’ll monitor your accounts to 

prevent and detect illegal activity.
	{ �To check your identity before we give 

you a product and periodically while 
you have it. Or, to check any credit 
you apply for is affordable or that a 
product is suitable for you.
	{ �We’ll check the activity on your 

accounts and the communications you 
send us to detect and prevent fraud.
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Legal basis Some situations when we’ll rely on it

Consent

You’ve agreed 
we can use your 
data for a specific 
purpose.

You can change 
your mind and 
withdraw this at 
any time. If you 
do, it may mean 
we can’t do certain 
things for you.

	{ �You ask us to send your information to 
another person – such as a company 
handling a claim for you.
	{ �We send you certain marketing where 

we ask your permission.
	{ �You ask us to process special category 

data about you.

What’s ’special category data’?

This includes information about any of the following:
	{ your race or ethnicity, 
	{ political views or trade union membership, 
	{ religious or philosophical beliefs, 
	{ genetic or biometric data, and
	{ information about your health, sex life or sexual orientation.

We may use this data where we have your consent or a legal 
reason to do so.

6. Who do we share your data with?
We may share your personal data with other people or organisations 
where we have a lawful reason for doing so. This may include:

	{ �Other companies within the Santander group. This covers 
companies we own or control or which own or control us. This may 
also include other companies which we or another group company 
have shares in but don’t control.
	{ �Our service providers and sub-contractors. These are 

organisations who provide services to us or help us provide 
our products and services to you. For example, this covers 
our IT providers, professional advisors (such as lawyers and 
accountants) and market research companies.
	{ �Agencies we check and share information with. This covers 

fraud prevention agencies, credit reference agencies and 
debt collection agencies. We may also share it with other 
organisations who use shared databases for income verification 
and affordability checks and to manage/collect arrears. 
	{ �Our partners who provide services directly to you. This covers, 

for example, insurers. If you apply for insurance through us, then 
we’ll share information about you and your application with the 
insurer (and potential insurers).
	{ �Government bodies, law enforcement agencies and dispute 

resolution bodies. This may include the police, the courts, the 
Financial Ombudsman Service, HMRC, the Business Banking 
Resolution Service (if you are a business) and our regulators in 
the UK and elsewhere. If we need to share information about 
you with HMRC, they may share this with tax authorities outside 
the UK.
	{ �Other people connected to your account or insurance 

policy. This includes joint account holders and other people 
you have authorised to use your account or give us instructions 
as well as guarantors you have for money we lend you. If 
you have insurance through us, this includes any joint policy 
holders.
	{ �Any person who buys all or part of our business. Or, any 

person we merge with or buy. This includes any people we 
discuss potential sales or mergers with.

	{ �People you make payments to or receive payments from and 
the organisations who help with this. This includes the other 
banks, intermediaries, payment service providers and payment 
systems we or the person who pays you use to send money. If 
we give you a card or your account is linked to a card on another 
account, we’ll also share your data with Visa or Mastercard. 
These organisations may share your data with others to process 
your payment and deal with any issues, for statistical purposes 
and to meet their legal obligations.
	{ �Anyone else we may need to in the following situations:

	- In an emergency or to protect your vital interests. For 
example, if you became ill in a branch, we may need to share 
information about you with emergency services.

	- To protect the security or integrity of our business 
operations. For example, if someone tried to hack our systems, 
we might need to share information about you with third 
parties to help us respond to this.

	- To comply with law. 
	{ �Anyone we’ve been asked to share information with by you.

7. Checks we run on you
Identity checks and fraud prevention checks

When you apply for any product and while you have it, we’ll share 
the information we hold about you with fraud prevention agencies 
to check your identity and prevent fraud or money laundering. 
This includes information you give us when you apply as well as 
information we receive from third parties and information we 
already have from other products you have.

We’ll also check the information you give us against any information 
we already hold about you – for example, because you have other 
products with us.

If we identify fraud, we may refuse to give you a product or service 
you’ve asked for. We may also stop providing you with an existing 
product or service. We’ll also share this information with fraud 
prevention agencies. This may mean that other people refuse to 
provide you with products, services or employment in future.

If you want to know more about how fraud prevention 
agencies use and share your data

Check the ‘Using My Personal Data’ booklet

Credit reference agency checks

When you apply for any product, we’ll check your identity with one or 
more credit reference agencies. If we need to trace you, we may also 
check the data we hold about you with credit reference agencies.

If you ask us to lend you money (such as a credit card, loan or 
mortgage), we’ll also check your credit status, including whether 
you are bankrupt, with one or more credit reference agencies. The 
credit reference agencies we use are called Experian, Equifax and 
TransUnion.

How does a credit check work?

We’ll share information about you and your home address (and 
business and business address, if you are a business) with the credit 
reference agency and they’ll give us information about you. This’ll 
include information about your credit history and financial situation.

If you’re a director of a business, we’ll check with a credit reference 
agency that your home address is the same as on the register of 
directors at Companies House. 
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Does this leave a record?

When we request a credit check, the credit reference agency will 
place a record on your credit file. There are two types of check.

	{ A soft check. This doesn’t affect your credit score and other 
lenders won’t be able to see this.
	{ A hard check. This records that you have applied to borrow 

money. Other lenders will be able to see this and this may 
affect your ability to borrow money.

Do we always do a hard check?

We do a hard check when you apply to borrow money from us. 

But, if you just ask us to give you a quote or to check if we’re likely 
to be able to lend to you, then we won’t. In that case we’ll just do 
a soft check.

What other information do we share with credit reference 
agencies?

We share information regularly about you, your accounts and how 
you manage them with credit reference agencies. We do this while 
you have an account with us and owe us money. This’ll include 
information about any applications you make to borrow money (even 
if we don’t approve them), the amounts you owe and if you make 
your repayments for money in full and on time. If you’re a business 
customer, we’ll also share information about your business.

The credit reference agencies may share this information with other 
organisations and they’ll share with us similar information which 
other organisations give them about you.

We’ll use the information we receive to help us manage your 
account. This might include whether to increase a credit limit we give 
you or determine the interest rate we’ll charge you. We may also 
use this information to help us trace you and recover any amounts 
you owe us, if we need to. Other organisations who receive this 
information may use it in a similar way.

How long do credit reference agencies keep information about 
your accounts?

Credit reference agencies keep information we share about your 
accounts for 6 years after the account closes. They’ll keep this 
information even if you’ve repaid any money you borrowed in full.

What happens if you apply with another person?

If you make a joint application, the credit reference agencies will 
‘link’ your records together. 

This means if either or both of you apply to borrow money in future 
we, and other organisations, will receive information about both of 
you from the credit reference agencies. This link will remain until 
either of you get it broken – you’ll need to ask the credit reference 
agency to do this.

If you want to know more about how credit reference 
agencies use and share your data

Check the ‘Credit Reference Agency Information Notice’ – you can 
find this on their websites at:

	{ Experian.co.uk/crain
	{ Equifax.co.uk/crain
	{ Transunion.co.uk/crain

8. How we make decisions about you
We make decisions about you in different ways. Some decisions will 
be made by our staff but we may also use automated systems to 
help us make other decisions. 

Profiling

We may also use your personal data to develop a profile or make 
predictions about you (such as your economic situation, preferences, 
interests or behaviour). This is called ‘profiling’. We do this to help us 
make decisions about you. For example,  
we may do this so we send you information about products and 
services you may be interested in. 

We may build a profile by looking at things like your age, address, the 
accounts you hold, how you use them and the payments you make 
(including who you make them to). This may identify products you hold 
with other providers – for example, if you repay a credit or store card 
from your current account. We may also look at events, such as account 
anniversaries or the date a product will end or need to be repaid.

Automated decisions

Some of the automated decisions we make include:
	{ �deciding whether or not to give you a product or service when 

you apply
	{ �deciding whether to offer you other products or services which 

may be suitable for you if you are an existing customer 
	{ �deciding whether to lend you money
	{ �carrying out checks on you or your account for fraud or money 

laundering purposes
	{ �monitoring the use of your current or savings account for 

unusual behaviour to prevent fraud or unauthorised use
	{ �giving you a personalised price for an insurance product or
	{ �providing an indicative price for a product before you apply.

How we give you a personalised price

We decide this based on your behaviour and individual 
circumstances.

We’ll look at the types of accounts you already have with us 
as well as your age (where this is relevant). We’ll also look at 
how you use your accounts, such as the turnover, your spending 
habits, whether you are behind with any repayments or have any 
financial difficulties. 

We’ll also get information about you from credit reference 
agencies and other public sources. This will be recorded on your 
credit file but won’t affect your ability to borrow money.

We may share this price with you when we send you information 
or speak to you about our insurance products.

If we make an automated decision, you can ask for information about 
how we make that decision and what it may mean for you and you 
can ask for an individual to make the decision instead.

If you apply for insurance

We’ll make an automated decision about the price you may be 
charged for insurance based on your application and circumstances. 
We’ll share this information, together with details of your 
application, with the insurer to help them determine your final 
insurance premium. We’ll ask for your consent to use your 
information in this way when you apply.

The insurer will use an automated system to review your 
circumstances and assess your insurance risk. The level of risk will 
determine the final premium you are offered.

To do this, the insurer will use information they hold about you or get 
from other people as well as information you provide and we give 
them about you. The insurer will use your information to assess your 
risk as it’s necessary for them to enter into a contract with you. 
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9. Your marketing preferences
We’ll use your data to provide you with information about our 
products and services. We’ll only contact you by post, phone, email 
or social media according to your marketing preferences.

You can change these or unsubscribe at any time by contacting us. 
Check the ‘Using My Personal Data’ booklet for details of how to 
contact us or you can do this by unsubscribing from emails. You can 
also change your social media preferences through the platform you 
use (such as Facebook or Google).

If you’re over 18, we may do a soft check at credit reference agencies 
before we send you any information or talk to you in-branch about 
our lending products. This is to make sure we market our products 
responsibly and don’t send you information if it wouldn’t be 
appropriate.

If you tell us that you don’t want to receive information about our 
products and services or to be part of our market research we’ll stop 
sending this to you.

10. Monitoring what you say to us
We monitor and keep records of the communications you have with 
us. This includes your calls, emails, texts, social media messages, 
letters and chats in Online or Mobile Banking.

Why do we do this?

We do this for various business reasons. This includes to:
	{ �keep a record of your instructions so that we can check them if 

we need to
	{ �monitor how you treat our staff and how they treat you
	{ �help train our staff and improve our products and services and 

the way we deliver them
	{ �prevent and detect fraud or any other criminal activity and
	{ �comply with our legal and regulatory obligations.

11. Transferring your data to another country
We may need to transfer your data outside the UK or the EEA. The UK 
and countries within the EEA apply similar standards to protect your 
data, but other countries may not.

What is the EEA?

This is the European Economic Area. It contains all the countries 
of the European Union plus Iceland, Norway and Liechtenstein.

If we transfer your data to someone outside the UK or EEA, we’ll take 
extra steps to protect it.

What extra steps will we take?

We’ll check if the country has an adequate level of protection for 
your data. If it doesn’t, we’ll make sure the person we transfer your 
data to has agreed to protect your data in a similar way. They may do 
this either as part of a scheme approved by the government or we 
may ask them to sign a contract with us.

12. How long do we keep your data for?
It depends on the situation, but we won’t keep it any longer than we 
need to. The table below explain why we keep your data and how 
long we’ll keep it for.

Why? How long we’ll keep your data for

In case of queries As long as we need to deal with your 
queries

In case of claims As long as you can bring a claim against us 
by law. 

Why? How long we’ll keep your data for

To follow a law or 
regulation which 
applies to us

As long as we are required to keep it after 
your account, policy or service has closed 
or otherwise ended.

We may also need to keep it for a period if 
you applied unsuccessfully.

13. Your rights
You have various rights under the law over the personal data we 
hold about you. Here’s a summary. Get in touch if you want to use 
them.

You have the right to… What you should know
Be informed about 
how we use your data

That’s why we explain how we use your 
data here.

Have access to your 
data

You can ask us for a free copy of the 
personal data we hold about you.

Have your data 
changed

If the data we hold about you isn’t 
correct or complete, you can ask us to 
correct it or add information so that it’s 
complete.

We’ll let you know when we’ve done 
this. We may refuse your request in 
some situations – we’ll let you know, 
and why, if that happens.

Have your data 
deleted

(Some people call 
this the ‘right to be 
forgotten’)

You can ask us to delete your data but 
we won’t always do so. For example, we 
might need to keep it for legal reasons. 
If we aren’t going to delete your data, 
we’ll let you know why.

Object to how we use 
your data

You can ask us to stop using your data 
for certain purposes.

If we use your data for some things, like 
direct marketing, we’ll always stop. But, 
in other situations, we don’t always need 
to or we may refuse. If that’s the case, 
we’ll let you know.

Restrict how we 
process your data

You can ask us to limit how we use your 
data. You may, for example, want us to 
do this if the data we hold about you is 
not correct or complete. 

We won’t always be able to limit how 
we use your data. For example, if we 
need to use it for legal reasons. If we 
refuse to limit how we use your data, 
we’ll let you know why.

Move your data You can ask us for a copy of your 
personal data in a format that allows 
you to move it somewhere else. You 
can also ask us to send it to someone 
else.

Challenge an 
automated decision

If we make an automated decision, 
you can ask for information about how 
we make the decision and ask for an 
individual to make it instead. 

If you’re not happy with how we use your data

You also have a right to complain to the Information Commissioner’s 
Office. You can find out how to do this on their website, ico.org.uk.
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Before returning this form please complete the following checklist

Have you filled out all of the above applicable fields with correct information?		  Yes	

If the additional cardholder is an existing customer or has been a customer in the past, tick Yes.	Yes	 	 N/A	

If Yes, do the details provided above for the additional cardholder match  
the corresponding details we hold for the customer on our records?		 Yes		  No	

If No, the additional cardholder should contact us as soon as possible to update their details. This will help to avoid delays.

Please make sure that all fields have been filled in correctly before returning this form to: Santander Credit Card Operations, Sunderland,  
SR43 3FS.

Once we’ve received your completed form, we’ll aim to complete the request in 5 working days. Any incomplete or missing  
information will mean your request can’t be processed and you’ll need to make a new request.

If you need help with this request please call 0330 678 1783. 

3	 Checklist (only to be completed if you’re adding cardholders to your existing Business Cashback Credit Card)

Santander UK plc. Registered Office: 2 Triton Square, Regent’s Place, London, NW1 3AN, United Kingdom. Registered Number 2294747. Registered in England and Wales. www.santander.co.uk. 
Telephone 0330 9 123 123. Calls may be recorded or monitored. Authorised by the Prudential Regulation Authority and regulated by the Financial Conduct Authority and the Prudential Regulation 
Authority. Our Financial Services Register number is 106054. You can check this on the Financial Services Register by visiting the FCA’s website www.fca.org.uk/register. Santander and the flame logo 
are registered trademarks.	 ANB9 0328 AUG 23 H CD
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